Fisa de verificare a standardelor minimale stabilite prin OM 6129 / 2016

Candidat Conf. dr. ing. Ciprian-Pavel Oprisa
Domeniul Calculatoare si Tehnologia Informatiei
Nr. Crt | Domeniul activ. Subcategorii Indicatori (kpi) Numar Punctaj
0 1 3 5 6 7
Al.1.1 internationale 50 sau 100 / nr. autori 0 0
L didacticasi Carti de autor sau capitole [1] de specialitatein edituri cu ISBN Carti / monografii
1 Activitatea didacticasi A11.2 nationale 50/nr. autori 1 50
profesionala (A1)
Material didactic / lucrari didactice publicate la edituri cu ISBN Manuale didactice Al.2.1 40 /nr. autori 3 68
Total punctaj (A1) 118.00
Arvtvlco.le m. reviste cotate ISI si lucrari in volumele unor manifestari A1 (25+30 fac.tor impact([3])/ 27 452.53
stiintificeindexate ISI nr. de autori
Articolein reviste si volumele unor manifestari stiintificeindexatein
A2.2 20/nr.deautori 8 70.00
alte baze de dateinternationale (BDI) [4] / utort
Activitatea de cercetare | Proprietate intelectuala, brevete de inventie, certificate ORDA A23.1 |nte‘rnat\onale 35 /nr. deautor! 9 0.00
2 (A2) A2.3.2 nationale 25 /nr. de autori 0 0.00
. . . . " Direct bil |A2.4.1.1 internationale 20 *ani de desfasurare 3 200.00
Granturi/proiecte de cercetare castigate prin competitie [6] sau rec or:rt;iﬁonsa !
contracte cu agenti economici in valoare de minim 10.000 dolari USA P A2.4.1.2 nationale 10 *ani de desfasurare 0 0.00
echivalent incasati [6] . . A2.4.2.1 internationale 4 * ani de desfasurare 3 30.00
Membru in echipa - -
A2.4.2.2 nationale 2 *ani de desfasurare 0 0.00
Total punctaj (A2) 752.53
Citari [7]in carti, reviste si volume ale unor manifestari stiintifice A31L carti, ISI [8] 8/nraut arLc!tat 74 324.81
A3.1.2 BDI [4] 4 /nraut art. citat 38 54.58
Membru in colectivele de redactie sau comitetele stiintifice ale
revistelor indexate ISI, chari, co-chair sau membru in comitetele de A3.2 10 1 10.00
. organizare ale manifestarilor stiintifice internationale indexate ISI [9]
3 Recunoastereassi
impactul activitatii (A3) |Membru in colectivele de redactie sau comitetelestiintifice ale
revistelor indexate BDI, chari, co-chair sau membru in comitetele de A3.3 6 0 0.00
organizare ale manifestarilor stiintifice internationale indexate BDI [4]
Prem?i in dome.niu conferitedfa/.lcademia Romana, ASTR, AOSR, sau 34 15 1 15.00
premii internationale de prestigiu
Total punctaj (A3) 404.39
_ — Necesar Abilitare Realizat Eszalde da.te Hndex
Nr. D de (A) Web of Science 6
Al Activitatea did. / prof la (A1) 100 118.00 Scopus 8
A2 Activitatea de cercetare (A2) 600 752.53 Google Scholar 9
A3 R eai lui activitatii (A3) 150 404.39 Scor H-index 7.2
Total (A) 850 1274.92
Condi | ii pe sub i Necesar Abilitare Realizat
Al1.1.1-A1.1.2 Carti de specialitate 1 carte 1
Articole in reviste cotate si in volumele unor manifestari stiintifice 15 (3 art.ISI cotate Q1
A2.1 indexate IS proceedings sau Q2 [11]) 2 BartisiQ1/Q2)
A2.41 Granturi / proiecte de cercetare castigate prin competitie (Director / 2 3
o Responsabil Partener)
A3.L1 Nll.llma-r de citari in carti, reviste si volume ale unor manifestari 25 74
stiintifice 1SI (WOS) [12]
Factor de impact ISI cumulat pentru publicatii [13] 10 19.45




A1.1.1 - Carti, monografii, capitol
I nr. | Autori

Anexa: datele pentru calculul indeplinirii criteriilor A1.1.1, A1.1.2, A1.2.1

e caautor -international

Nr. Autori Titlu capitol / carte | Editura Anul Punctaj
L] 1 0
Total carti internationale 0 0
A1.1.2 - Carti, monografii, capitole caautor - nationale
Nr. Autori Nr. Autori Titlu capitol / carte Editura Anul Punctaj
Machine Learning Techniques for the Analysis and Detection of Malicious Software
1| C. Oprisa 1 ISBN 978-606-737-511-4 UTPRESS 2021 50
https://biblioteca.utcluj.ro/files/carti-online-cu-coperta/511-4.pdf
Total carti nationale 1 50
A1.2.1. Manuale didactice
Nr. Autori Nr. Autori Titlu Editura Anul Punctaj
. Dezvoltarea aplicatiilor Android si securitatea dispozitivelor mobile
1 |c.oprisa 1 1SBN 978-606.737-221- UTPRESS 2017 40
C. Oprisa, A. Hangan, M. Programarefin limbaj deasamblare
2 Neagu, E. Cebuc, G. 5 ISBN 978-606-737-333-2 UTPRESS 2018 8
Sebestyen https://biblioteca.utcluj.roffiles/carti-online-cu-coperta/333-2.pdf
Sisteme de operare. indrumétor de laborator
3 C. Oprisa, A. Colesa 2 ISBN 978-606-737-512-1 UTPRESS 2021 20
https://biblioteca.utcluj.ro/files/carti-online-cu-coperta/512-1.pdf
Total materiale didactice 3 68




Anexa: datele pentru calculul indeplinirii criteriilor A2.1, A2.2

A2.1 Articole in reviste cotate si in volumele unor manifestari stiintifice indexate ISI proceedings

Nr.

Autori

25 +30* factor impact / nr. Autori

Titlu lucrare / revista (conferinta)

Factor de impact

Nr. Autori

Punctaj

C. Pop, V.. Chifu, 1. Salomie, M. Dinsoreanu, T.
David, V. Acretoaie, A. Nagy, C. Oprisa

Biologically-inspired Clustering of Semantic Web Services. Birds or Ants Intelligence?. In Concurrency and Computation:
Practice and Experience, 2012

https://doi.org/10.1002/cpe.1853

https://onlinelibrary.wiley.com/doi/full/10.1002/cpe.1853

1.5

o

Oprisa, A. Colesa, . Ignat

A Metric for Evaluating the Usability of File Systems. In 14th International Symposium on Symbolic and Numeric Algorithms for Scientific
Computing (SYNASC), 2012

https://doi.org/10.1109/SYNASC.2012.45

https://i ieee.org/abstract/ 6481027

10.83

o

Oprisa, G. Cabiu, A. Colesa

From plagiarism to malware detection. In 15th International Symposium on Symbolic and Numeric Algorithms for Scientific Computing (SYNASC),
2014

https://doi.org/10.1109/SYNASC. 2013.37

https:/ iece. org/abstract/ 6821154

0.25

10.83

gl

Oprisa, M. Checiches, A. Nandrean

Locality-sensitive hashing optimizations for fast malware clustering. In IEEE 10th Intemational Conference on Intelligent Computer
Communication and Processing (ICCP), 2014
https://doi.org/10.1109/ICCP.2014.6936960

https eexplore eee.org/abstract/document/e%s%o

gl

Oprisa, G. Cabiu, G. Sebestyen Pal

10.83

A new string distance for computing binary code similarities. In IEEE 10th International Conference on Intelligent Computer Communication and
Processing (ICCP), 2014

https://doi.org/10.1109/1CCP.2014.6936986

https://i ieee. stract/doc

10.83

g

Oprisa, G. Cabau, A. Colesa

Automatic code features extraction using bio-inspired algorithms. In Journal of Computer Virology and Hacking Techniques, 2014
https://doi.org/10.1007/511416-013-0191-6
https://link.springer.com/article/10.1007/511416-013-0191-6

1.9

27.33

gl

Oprisa

A MinHash Approach for Clustering Large Collections of Binary Programs. In 20th International Conference on System Controls and Computer
Science 2015, 2015

https://doi.org/10.1109/CSCS.2015.27

https://i ieee. org/abstract/ 7168423

0.25

325

o

Oprisa, G. Cabéu, G. Sebestyen Pal

Malware clustering using suffix trees. In JOURNAL OF COMPUTER VIROLOGY AND HACKING TECHNIQUES, 2016
https://doi.org/10.1007/511416-014-0227-6

https://link.springer.com/article/10.1007/511416-014-0227-6

o

Oprisa, N. Ignat

1.9

27.33

A Measure of Similarity for Binary Programs with a Hierarchical Structure. In 11th IEEE Intemational Conference on Intelligent Computer
Communication and Processing (ICCP), 2015
https://doi.org/10.1109/ICCP. 2015.7312615

gl

Oprisa, G. Cabau, G. Sebestyen Pal

16.25

https://ieeexplore. ieee.org/abstract/document/7312615

Verdicts Assig for y Malicious Programs. In 11th IEEE Intemational Conference on Intelligent Computer
Communication and Processing (ICCP), 2015

https://doi.org/10.1109/1CCP.2015.7312616

https://i ieee. abstract/s 7312616

0.25

10.83

gl

Oprisa, D. Gavrilut, G. Cabiu

A scalable approach for detecting plagiarized mobile applications. In KNOWLEDGE AND INFORMATION SYSTEMS, 2016
https://doi.org/10.1007/510115-015-0903-y
https://link.springer.com/article/10.1007/s10115-015-0903-y

3.1

39.33 Q2

G. Cabdu, M. Buhu, C. Oprisa

Malware classification using filesystem footprints. In IEEE ional € on
https://doi.org/10.1109/AQTR. 2016.7501294
https://ieeexplore.ieee.org/abstract/document/7501294

Quality and Testing, Robotics (AQTR), 2016

0.25

10.83

G. Cab3u, M. Buhu, C. Oprisa

Malware classification based on dynamic behavior. In 18th Intemational Symposium on Symbolic and Numeric Algorithms for Scientific
Computing (SYNASC), 2016
https://doi.org/10.1109/SYNASC.2016.057

https://ieeexplore. ieee. org/abstract/document/ 7829629

D. Domnita, C. Oprisa

10.83

A Genetic Algorithm for Obtaining Memory Constrained Near-Perfect Hashing. In 21st IEEE C on Automati
Testing, Robotics (AQTR THETA), 2018
https://doi.org/10.1109/AQTR.2018.8402794

https://ieeexplore.ieee.org/abstract/document/8402794

Quality and

. Moldovan, C. Oprisa

16.25

A Framework for Threats Analysis Using Software-Defined Networking. In 14th IEEE International Conference on Intelligent Computer
Communication and Processing (ICCP), 2018
https://doi.org/10.1109/1CCP.2018.8516636

https://ieeexplore. ieee. org/abstract/document/8516636

>

Lungana-Niculescu, A. Colesa, C. Oprisa

0.25

16.25

False Positive Mitigation in Behavioral Malware Detection Using Deep Learning. In 14th IEEE Intenational Conference on Intelligent Computer
Communication and Processing (ICCP), 2018

https://doi.org/10.1109/ICCP. 2018.8516611

https: /i iece.org/abstract/ 8516611

0.25

10.83

>

. Mihalca, C. Oprisa, R. Potolea

Hunting for Malware Code in Massive Collections. In 2020 22nd IEEE International Conference on Automation, Quality and Testing, Robotics -
THETA, AQTR 2020 - Proceedings, 2020

https://doi.org/10.1109/AQTR49680.2020.9129948

https://ieeexplore.ieee.org/abstract/document/9129948

10.83

. Moldovan, P. Satmarean, C. Oprisa

An Analysis of HTTP Attacks on Home 0T Devices. In 2020 22nd IEEE International Conference on Automation, Quality and Testing, Robotics -
THETA, AQTR 2020 - Proceedings, 2020

https://doi.org/10.1109/AQTR49680.2020.9129980

https://i ieee.org/abstract/ 9129980

10.83

o

. Satmarean, C. Oprisa

Web Servers Protection Using Anomaly Detection for HTTP Requests. In Lecture Notes in Computer Science (including subseries Lecture Notes in
Artificial Intelligence and Lecture Notes in Bioinformatics), 2020

https://doi.org/10.1007/978-3-030-42051-2_6

https://link.springer.com/chapter/10.1007/978-3-030-42051-2_6

0.25

16.25

0. Valea, C. Oprisa

Towards ing Using the it InP
Computer Communication and Processing, ICCP 2020, 2020
https://doi.org/10.1109/ICCP51029.2020.9266234

https: /i ieee.org/abstract/ 9266234

-2020 |EEE 16th International Conference on Intelligent

16.25

21

A. Crisan, G. Florea, L. Halasz, C. Lemnaru, C.
Oprisa

Detecting Malicious URLs Based on Machine Leaming Algorithms and Word Ei InP - 2020 IEEE 16th
Conference on Intelligent Computer Communication and Processing, ICCP 2020, 2020
https://dloi.org/10.1109/1CCP51029.2020.9266139

https://ieeexplore.ieee.org/abstract/document/9266139

0.25

6.5

22

C.G. Artene, C. Oprisa, C.N. Butincu, F. Leon

Finding Patient Zero and Tracking Narrative Changes in the Context of Online Disinformation Using Semantic Similarity Analysis. Mathematics
11.9,2023

https://doi.org/10.3390/math11092053

https://www.mdpi.com/2227-7390/11/9/2053

2.2

22.75 Qi

23

A. Mihalca, C. Oprisa

Impact of Library Code in Binary Similarity Systems, International Conference on Ubiquitous Security, 2023
https://doi.org/10.1007/978-981-97-1274-8_3
https://link.springer.com/chapter/10.1007/978-981-97-1274-8_3

16.25

24

A.A. Jircan, C. Oprisa

MEPHISTO: a Red Team Tool for Offensive Security, 2024 IEEE 20th International Conference on Intelligent Computer Communication and
Processing (ICCP), 2024

https://doi.org/10.1109/ICCP63557.2024.10793019

https://i ee.org/abstract/ 10793019

16.25

25

A. Dumitras, C.M. Mocan, C. Oprisa

A Feature Engineering Approach for Detecting Phishing E-mails, 2024 [EEE 20th International Conference on Intelligent Computer Communication
and Processing (ICCP), 2024

https://doi.org/10.1109/1CCP63557.2024. 10793001

https://i ieee bstract/document/10793001

10.83

26

D.E. Petrean, R. Potolea, C. Oprisa

Packed Code Detection using Shannon Entropy and 2024 |EEE 20th
Computer Communication and Processing (ICCP), 2024
https://doi.org/10.1109/ICCP63557.2024. 10793050

https://i ieee.org/abstract/ 10793050

ic Encrypted Executabl Conference on Intelligent

0.25

10.83

27

R. Petrache, C. Oprisa, C. Lemnaru

Unveiling Hidden Structures: Multi-Platform |oT Malware Analysis Using Graph Embeddings, |EEE Access, 2025
https://doi.org/10.1109/ACCESS.2025.3583549

https://i ieee. abstract/s 11052297

3.6

44.33 Q2

Factor impact cumulat
Total punctaj A2.1

19.45

27

452.53



A2.2. Articole in reviste si volumele unor manifestari stiintifice indexate in alte baze de date internationale (BDI)

Nr.

Autori

20/ nr. de autori

Titlu lucrare / revista (conferinta)

Baza de date

Nr. Autori

Punctaj

A. Nagy, C. Oprisa, |. Salomie, C. Pop, V. Chifu,
M. Dingoreanu

Particle swarm optimization for clustering semantic web services. In Py -2011 10th i ymposium on Parallel and Distributed
Computing, ISPDC 2011, 2011

https://doi.org/10.1109/ISPDC.2011.33

https://i ieee. org/abstract/ 6108270

SCOPUS, DBLP, IEEE

3.33

C. Oprisa, G. Cab3u, G. Sebestyen Pal

Multi-centroid Cluster Analysis in Malware Research. In Advances in Intelligent Systems and Computing, 2018
https://dloi.org/10.1007/978-3-319-69710-9_7
https://link.springer.com/chapter/10.1007/978-3-319-69710-9_7

SCoPUS

A. Mihalca, C. Oprisa

Full Content Search in Malware Collections. In Lecture Notes in Computer Science (including subseries Lecture Notes in Artificial Intelligence and
Lecture Notes in Bioinformatics), 2019

https://doi.org/10.1007/978-3-030-12085-6_12

https://link.springer.com/chapter/10.1007/978-3-030-12085-6_12

SCoPUS

10.00

R. Rentea, C. Oprisa

Fast Clustering for Massive Collections of Malicious URLs, 2021 IEEE 17th International Conference on Intelligent Computer Communication and
Processing (ICCP), 2021

https://doi.org/10.1109/ICCP53602.2021.9733623

https:/, ieee. abstract/s 9733623

SCOPUS, IEEE

10.00

V. Mosolea, C. Oprisa

Detecting Domain Generation Algorithms in Malware Traffic Using Constrained Resources, 2023 IEEE 19th International Conference on Intelligent
Computer Communication and Processing (ICCP), 2023

https://doi.org/10.1109/1CCP60212.2023.10398684

https://i ieee. abstract/s 10398684

SCOPUS, IEEE

10.00

M. Marmureanu, C. Oprisa

MITRE Tactics Inference from Splunk Queries, 2023 IEEE 19th International Conference on Intelligent Computer Communication and Processing
(Iccp), 2023

https://doi.org/10.1109/ICCP60212.2023.10398612

https://i ieee t/document/10398612

SCOPUS, IEEE

10.00

A. Pécurar, C. Oprisa

Using Artificial Intelligence to Fight Clickbait in Romanian News Articles, 2023 [EEE 19th Intemational Conference on Intelligent Computer
Communication and Processing (ICCP), 2023

https://doi.org/10.1109/ICCP60212.2023. 10398606

https://i ieee.org/abstract/ 10398606

SCOPUS, IEEE

10.00

B.A. Grama, C. Oprisa

A Virtual Machine Management Platform in Computer Science Education, 2024 11th International Conference on Electrical and Electronics
Engineering (ICEEE), 2024

https://doi.org/10.1109/ICEEE62185.2024.10779309

https://ieeexplore. ieee.org/document/10779309

SCOPUS, IEEE

10.00

Total punctaj A2.2

70.00




Anexa: datele pentru calculul indeplinirii criteriilor A2.3.1, A2.3.2

A2.3.1 Proprietate intelectuala, brevete de inventie, certificate ORDA - Internationale - Punctaj: 35 / nr. Autori 35 /nr. deautori
Nr. Tip Denumire Anul Nr. Autori Punctaj

1 0

A2.3.2 Proprietate intelectuala, brevete de inventie, certificate ORDA - nationale - Punctaj: 25 / nr. Autori 25 /nr. deautori
Nr. Tip Denumire Anul Nr. Autori Punctaj

1 0




Anexa: datele pentru calculul indeplinirii criteriilor A2.4.1.1, A2.4.1.2, A2.4.2.1, A2.4.2.2

A2.4.1.1 Granturi/proiecte castigate prin competitie: Director Proiect - internationale 20 *Nr. Ani
Nr. Tip: nat / internat. Denumire proiect Perioada Nr. Ani Punctaj
SMESEC — Cybersecurity for Small and Medium-Sized Enterprises
1 International Horizon 2020, GA 740787 2017-2020 3 60
https://cordis.europa.eu/project/id/740787
CONSOLE - Cybersecurity for Resilient Software Development
Digital Europe, GA 101128070
2 International https://ec.europa.eu/info/funding- 2023-2026 3 60
tenders/opportunities/portal/screen/opportunities/projects-
details/43152860/101128070
EU-INSPIRE - INnovative multi-diSciPlinary Industry-focused
cybersecurity education for upskilling and Reskllling the EU workforcE
3 International Digital Europe, GA 10%190054 . 2025-2028 4 80
https://ec.europa.eu/info/funding-
tenders/opportunities/portal /screen/opportunities/projects-
details/43152860/101190054
A2.4.1.2 Granturi/proiecte castigate prin competitie: Director Proiect - nationale 10*Nr. Ani
Nr. Tip: nat / internat. Denumire proiect Perioada Nr. Ani Punctaj
1 0 0
2 0 0
A2.4.2.1 Granturi/proiecte castigate prin competitie: membru in echipa- Internationale 4 *Nr. Ani
Nr. Tip: nat / internat. Denumire proiect Perioada Nr. Ani Punctaj
CIPSEC — Enhancing Critical Infrastructure Protection with
. innovative SECurity framework
1 International Horizon 2020, GA 700378 2016-2019 3 12
https://cordis.europa.eu/project/id/700378
GEIGER Cybersecurity Counter
2 International Horizon 2020, GA 883588 2020-2022 2.5 10
https://cordis.europa.eu/project/id/883588
Cybersecurity Seminars
3 International Nr. contract 2024-348638 2024-2026 2 8
https://cyberseminars.withgoogle.com/grantees
A2.4.2.2 Granturi/proiecte castigate prin competitie: membru in echipa - nationale 2*Nr. Ani
Nr. Tip: nat / internat. Denumire proiect Perioada Nr. Ani Punctaj
1 0
2 0




Anexa: datele pentru calculul indeplin

A3.1.1 Citari in carti, reviste si volume ale unor manifestari

criteriilor A3.1.1, A3.1.2

ntifice - Carti, ISI

Nr.

Articol citat

Articol care citeaza

Nr. autori art.citat

Punctaj

2*Punctaj [8]

A. Nagy, C. Oprisa, . Salomie, C. Pop, V. Chifu, M. Dinsoreanu. Particle swarm
optimization for clustering semantic web servicesParticle swarm optimization
for clustering semantic web services. In Proceedings-2011 10th International
Symposium on Parallel and Distributed Computing, ISPDC 2011, 2011
https://doi.org/10.1109/ISPDC.2011.33
https://ieeexplore.ieee.org/abstract/document/6108270

1.R.P. Joe and P. Varalakshmi. A two phase approach for efficient clustering of web services. In Advances in Intelligent Systems
and Computing, 2016

https://doi.org/10.1007/978-981-10-0251-9_17

https://link.springer.com/chapter/10.1007/978-981-10-0251-9_17

G. Spezzano. Using Service Clustering and Self-Adaptive MOPSO-CD for QoS-Aware Cloud Service Selection. In Procedia Computer,
Science, 2016

https://doi.org/10.1016/}. procs.2016.04.245

https://www.sciencedirect.com/science/article/pii/S 1877050916302782

C.B. Pop, V.R. Chifu, I. Salomie, M. Dinsoreanu, T. David, V. Acretoaie, A. Nagy
and C. Oprisa. Biologically-inspired clustering of semantic Web services. Birds or
antsintelligence?. In Concurrency Computation Practice and Experience, 2012
https://doi.org/10.1002/cpe.1853
https://onlinelibrary.wiley.com/doi/full/10.1002/cpe.1853

ZhangBing Zhou, Mohamed Sellami, Walid Gaaloul, Mahmoud Barhamgi and Bruno Defude. Data Providing Services Clustering and
Management for Facilitating Service Discovery and Replacement. In IEEE TRANSACTIONS ON AUTOMATION SCIENCE AND
ENGINEERING, 2013

https://doi.org/10.1109/TASE.2012.2237551

https://ieeexplore. iece.org/document/6422338

a1l

G. Tian, P. Liu, Y. Peng and C. Sun. Tagging augmented neural topic model for semantic sparse Web service discovery. In
Concurrency Computation, 2018

https://doi.org/10.1002/cpe.4448

https://onlinelibrary. wiley..com/doi/10.1002/cpe. 4448

X.P. Liu, W.C. Dou, X. Wang. User Grouping for Sharing Services with Capacity Limit. In IEEE TRANSACTIONS ON SERVICES
COMPUTING, 2021

https://doi.org/10.1109/TSC. 2018.2810120

https://ieeexplore. ieee. org/document/8303754

Qi

N. Agarwal, G. Sikka, L.K. Awasthi. A systematic literature review on web service clustering approaches to enhance service
discovery, selection and recommendation. Computer Science Review, 2022
https://doi.org/10.1016/}.cosrev.2022.100498

https://www.sciencedirect.com/science/article/pii/S 157401372200034X

L. Purohit, S.S. Rathore, 5. Kumar. Feature selection and clustering based web service selection using QoSs. Applied Intelligence,
2023

https://doi.org/10.1007/510489-022-04042-w

https://link. springer. com/article/10.1007/510489-022-04042-w

C. Oprisa, G. Cabau and A. Colesa. From plagiarism to malware detection. In
Proceedings - 15th International Symposium on Symbolic and Numeric
Algorithms for Scientific Computing, SYNASC 2013, 2013
https://doi.org/10.1109/SYNASC.2013.37
https://ieeexplore.ieee.org/abstract/document/6821154

D. Qiu, J. Sun and H. Li. Improving Similarity Measure for Java Programs Based on Optimal Matching of Control Flow Graphs. In
Journal of Software Engi and ineering, 2015

https://doi.org/10.1142/50218194015500229

https://www.worldscientific.com/doi/abs/10.1142/50218194015500229

M. Novak, M. Joy and D. Kermek. Source-code Similarity Detection and Detection Tools Used in Academia: A Systematic Review.
In ACM TRANSACTIONS ON COMPUTING EDUCATION, 2019

https://doi.org/10.1145/3313290

https://dl.acm.org/doi/10.1145/3313290

Qi

C. Oprisa, M. Checiches and A. Nandrean. Locality-sensitive hashing
optimizations for fast malware clustering. In Proceedings - 2014 IEEE 10th
International Conference on Intelligent Computer Communication and
Processing, ICCP 2014, 2014
https://doi.org/10.1109/ICCP.2014.6936960
https://ieeexplore.ieee.org/abstract/document/6936960

A.P. Namanya, I.U. Awan, J.P. Disso and M. Younas. Similarity hash based scoring of portable executable files for efficient
malware detection in [oT. In Future Generation Computer Systems, 2020

https://doi.org/10. 1016/ future. 2019.04.044

https://www.sciencedirect.com/science/article/pii/S0167739X18325913

a1l

N. Nissim, O. Lahav, A. Cohen, Y. Elovici and L. Rokach. Volatile memory analysis using the MinHash method for efficient and
secured detection of malware in private cloud. In Computers and Security, 2019

https://doi.org/10.1016/.cose. 2019.101590

https://www.sciencedirect.com/science/article/pii/S016740481831188X

Qi
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